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Unlock the full potential of Microsoft ConfigMgr and Intune

Microsoft Endpoint Configuration Manager (formerly SCCM) has been an exemplary 

tool for managing systems across a corporate environment. However, ConfigMgr 

falls short on many aspects from non-Microsoft patch & application management to 

on-demand client troubleshooting tools. Patch Connect Plus introduces multiple 

new features to ConfigMgr console to broaden the scope of systems administration. 

Patch Connect Plus seamlessly integrates with Intune and ConfigMgr to 

automatically test and deploy patches for over 600 third-party applications. The 

solution offers Application Management, which helps tailor the deployment of third-

party applications and Admin Tools, comprised of a broad selection of administrative 

utilities; all from within the same console.
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Product Features

Customized deployment

Auto detection of third-party applications

Admin Tools

Application Management
Reports

Update catalogs
Native SCCM plug-in

Automated third-party patching

Automate all facets of the patch management cycle. 

Identify missing patches in the network automatically. 

Gather binaries from vendor websites as they get released. 

Publish patch updates to Intune and ConfigMgrtt without 

any manual intervention.

Fine tune the deployment process for applications and 

updates by uploading custom scripts for pre- and post-

deployment workflows.

Choose between multiple predefined templates for the most 

common deployment actions.

Design the deployment process based on your enterprise's 

requirements.

Effectively monitor your endpoints with this toolbox of 

integral administrator actions.

Instigate troubleshooting sessions.

Conduct on-demand client operations.

Perform a variety of system management tasks. 

Get the complete list of patches and system-wise data on client 

machines.

Keep a close watch on system health status and compliance 

information.

Generate failure summary reports to keep track of the 

deployment process.

Add a special tab to the ConfigMgr console to make 

management easier.

View the list of published software and corresponding 

configurations.

View A complete list of third-party updates. 

Generate quick reports on client machines.

Identify third-party patches that are applicable to your 

network. Auto-detect and maintain an exclusive list of third-

party applications present in your network.

Publish pertinent updates for third-party applications detected 

across the network. 

Automatically deploy a multitude of third-party applications from 

reputed vendors right from the ConfigMgr console. 

Customize the deployment of applications using pre/post scripts 

Configure client machines based on global conditions for 

maximum deployment flexibility. 

Rollback applications to previous versions.

Keep popular third-party applications in a 

consistently updated state.

Receive the latest security and non-security patches.

Intune Application Management 

Create and deploy third party applications using Microsoft 

Intune.

Make use of Pre-defined application templates to customize 

application deployment.

Upload pre- and post- deployment scripts to tailor the 

deployment process according to your organization's 

needs.

Import CVEs

View and fix the latest vulnerabilities affecting the 

endpoints in the network.

Perform need-based vulnerability mitigation by 

importing CVEs into the console.

Publish patches to ConfigMgr and Intune that are 

automatically mapped based on the CVE details.
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Pricing

Standard Edition
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Anoop C Nair, With Patch Connect Plus in hand, keep your 
third-party patching for Windows machines under control 
and save your systems from dangerous vulnerabilities.

OS where Patch Connect 
Plus can be installed WSUS Version Microsoft Intune supported OS:

Windows server 2022

Windows server 2019

10.0.20348.1.x

10.0.17763.x

Joseph Moody, The beauty of Patch Connect Plus comes 
from pairing its central repository with separate vendors 
and your ConfigMgr infrastructure to automatically patch 
all your third-party applications.

Publishes 3rd party update catalogs to SCCM 

Pricing starts at 325 USD for 250 computers/year

Professional Edition
Complete 3rd party application patch management with 

SCCM Pricingg starts at 625 USD for 250 computers/year

Enterprise Edition

Professional edition features + Application management 
+ Admin tools

Pricing starts at 995 USD for 250 computers/year

MVP in cloud & 
data center management

Microsoft MVP and 
an ConfigMgr expert

Prajwal Desai,Supercharge third-party patching with 
Patch Connect Plus

Microsoft MVP

 What industry experts say

Get in touch with us

Sales team Email: 
sales@manageengine.com

Support team Email: 
patchconnectplus-support@manageengine.com

Toll-free number: 1-925-924-9500

Processor Information RAM Size Hard Disk Space System version

Intel Core i3 (2 core/4 thread) 2.0 Ghz 3 MB cache 2 GB  10 GB  only 64 bit machine

PCP's supported OS

Hardware Requirements
The minimum requirements for Patch Connect Plus installation are as follows:

Windows server 2016 10.0.14393.x

Windows 11 

Windows 10 

Windows 8.1

Windows server 2012 R2 6.3.9600.x

Windows server 2012 6.2.9200.x

Windows server 2008 R2* & below 3.x

Windows 8

Windows Server 2022

 Windows Server 2019,2016 and 2012 

* OS marked as EOL by the vendor. Hence, we don't support patching for these versions.




